
 

 

 

Flitto selects Pentoma®’s Automated Web Penetration Testing to prepare for IPO 
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Flitto is an integrated platform and language data company that provides diverse translation 
services. It develops and markets its global crowd-sourcing translation platform as well as 
professional and AI translation services. Founded in 2012, Flitto now serves over 10 million 
users in 173 countries, supporting 25 different languages.  
 
As Flitto prepared for its July, 2019 IPO, the company had concerns about cyberattacks which 
could damage its brand and reputation in the marketplace. Moreover, the company was 
worried cyberattacks could be even more potent after its IPO. They decided they needed a 
comprehensive penetration test, and to do the test sooner rather than later.  
 
The Flitto team was not sure who to trust for this sensitive matter, and did not want to go 
through a lengthy selection process in choosing its pen testing vendor. After narrowing down 
the options, Flitto selected Pentoma® from SEWORKS as it provides an automated and rapid 
testing process for web applications. Simply provide the URL, and Pentoma® does the rest. 
 
“Pentoma® discovers and analyzes many different vulnerabilities and reports only on those 
which can be exploited and cause harm to our web site. I was especially happy to see the 



 

results in a short period of time as we were in a hurry to fix any vulnerabilities to prepare for 
our Initial Public Offering”, said Daniel DongHan Kang, the CTO of Flitto. 
 
With Pentoma®, Flitto successfully and securely prepared for its IPO process. Flitto is now 
publicly listed on KOSDAQ (part of the Korea Stock Exchange), and raised $33 million during its 
two-day public offering. 
 
 


